PROTECCION DE DATOS DE
CARATER PERSONAL



¢Queé son los datos de caracter personal?

* Los datos de caracter personal son cualquier informacion
concerniente a personas fisicas. Esta informacion puede ser
numeérica, alfabética, grafica o incluso acustica.

* Si gueremos saber si una informacion es personal o no, podemos
comprobar si esa informacion, por si misma o combinada, puede
permitir conocer datos de una persona concreta.

 La informacion personal es, por lo tanto, cualquier informacion, por
intrascendente que pueda parecer, referente a una persona fisica, de
la cual se pueda conocer quién es su titular.



Algunos ejemplos de datos personales pueden ser:

 Edad * Estado de salud
* Domicilio e Origen étnico vy racial
* Numero telefonico * Caracteristicas fisicas (ADN, huella
* Trayectoria academica, laboral o digital) , o N
profesional * |deologia y opiniones politicas
* Patrimonio * Creencias o convicciones religiosas o
filosoficas

Correo electronico personal

Ndmero de seguridad social * Preferencias sexuales, entre otros.

» Estos datos pueden estar contenidos
en cualquier soporte como en papel,
en la memoria de un equipo

informatico, o en un DVD.



* Los datos relativos a una persona juridica (individuo con derechos y
obligaciones que existe, pero no como persona fisica, sino como
institucion que es creada por una o mas personas fisicas para cumplir
un objetivo social que puede ser con o sin fines de lucro) como puede
ser un domicilio, denominacion social, CIF, etc. no tienen la
consideracion de datos de caracter personal, por lo tanto, no le sera
de aplicacion el Reglamento de Proteccion de Datos.




RGPD

* RGPD es la abreviatura del Reglamento (UE) 2016/679 del Parlamento Europeo y
del Consejo, de 27 de abril de 2016.

* La UE acordo la reforma de su politica de proteccion de datos, instrumentalizada
en la aBrobgcion de un nuevo paquete legislativo entre cuyas medidas se incluye
la aprobacion del Reglamento RGPD.

* Introduce novedades y mejoras significativas en la proteccion de este derecho
fundamental de la UE.

* El RGPD sustit_u?/e todas las normas nacionales anteriores, asi como cualquier
norma sectorial que contenga regulaciones sobre la proteccion de datos
personales.



dquién tiene que cumplirlo?

EstableddosenlaUE
independientemente
de si el tratamiento

se haceonoenla UE

Todas las empresas que
manejemos datos de caracter
personal, tanto en soporte
informatico como en papel.(
esto es asi desde el 2007,
aunque la empresa solo tenga
datos en fichero papel, también
tiene la obligacion de cumplir
con la normativa)



* Actual Ley de Proteccion de datos (LOPD-
GDD 3/2018)

* La nueva LOPDGDD o Ley Organica de Proteccion de datos y
Garantia de los Derechos Digitales establece una nuevo marco juridico
para la proteccion de datos en Espana, amparada por la normativa
europea.

* Se amplia la informacion que se les debe dar a los usuarios en
relacion con el tratamiento de sus datos, asi como sus derechos en
esta materia.

* Se incorpora el concepto de privacidad desde el disefo. Esto se
traduce en que la elaboracion de los procedimientos empresariales se
tiene que realizar teniendo en cuenta la LOPDGDD desde un primer
momento.



* Actual Ley de Proteccion de datos (LOPD-GDD
3/2018)

* Las brechas en la seguridad que puedan afectar a los datos
personales deben ser notificadas en un plazo maximo de 72
horas a la Autoridad de Control correspondiente (Agencia
Espanola de Proteccion de Datos).

* Si, ademas, en esa violacion se pueden ver afectados datos
de caracter sensible y con gran repercusion a los afectados,
también se le debera notificar a los mismos.



https://protecciondatos-lopd.com/empresas/notificar-brechas-seguridad/
https://protecciondatos-lopd.com/empresas/datos-especialmente-protegidos-sensibles/

* Actual Ley de Proteccion de datos (LOPD-GDD
3/2018)

* El consentimiento, con caracter general, debe ser libre, informado,
especifico e inequivoco. Las empresas deben revisar |la forma en la
gue obtienen y guardan el consentimiento. Para poder considerar que
el consentimiento es “incuestionable”, el Reglamento General de
Proteccion de Datos requiere que haya una declaracion de los
interesados o una accion positiva que apunte al acuerdo del
interesado. La aceptacion no puede deducirse del silencio o de Ia
inaccion de los ciudadanos.

* Define la figura del Delegado de Proteccion de Datos.



Derechos de |las personas sobre sus datos
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¢Queé se entiende por tratamiento de datos?

* En la practica, cualquier actividad en la que estén presentes datos de
caracter personal constituira un tratamiento de datos, ya se realice de
manera manual o automatizada, total o parcialmente, como la
recogida, registro, organizacion, estructuracion, conservacion,
adaptacion o modificacion, extraccion, consulta, utilizacion,
comunicacion por transmision, difusion o cualquier otra forma de

habilitacion de acceso, cotejo o interconexion, limitacion, supresion o
destruccion




Recabar datos
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Registro de actividad del tratamiento

* tendras que llevar un Registro de actividad del tratamiento si
empleas a mas de 250 personas o realizas tratamientos de datos
personales de forma no ocasional o que pueda entranar riesgos para
su privacidad o con categorias especiales de datos.



dQuien es el responsable del tratamiento de
datos?

* El responsable del tratamiento es la persona fisica o juridica, publica o
privada, que se beneficia, necesita o decide sobre la finalidad,
contenido y uso del mismo, directamente o porque asi le viene
impuesto por una norma legal.



dQuien es el encargado del tratamiento de
datos?

* El encargado del tratamiento es la persona fisica o juridica, autoridad, servicio u
otro organismo que trate datos personales por cuenta del responsable del
tratamiento.

* En determinados casos, los centros educativos para cumplir sus funciones
necesitan contar con la colaboracion de otras personas o entidades que no
forman parte de su organizacion, por ejemplo, para el servicio de comedor,
servicio médico, transporte o para la realizacion de actividades extraescolares.

» Estas personas y entidades para prestar sus servicios también tratan los datos de
caracter personal de los alumnos y de sus padres o tutores, pero lo hacen por
encargo del responsable del tratamiento, es decir del centro o de |la
Administracion educativa.

* Las empresas que realizan este tipo de servicios tienen, en relacion con el
tratamiento de datos personales que realizan, la consideracion de encargados de
tratamiento. Es necesario que el tratamiento de datos que implica la prestacion
del servicio se rija por un contrato que debera incluir las garantias adecuadas:



DPO

* El Delegado de Proteccion de Datos o DPO tiene la responsabilidad de
gue se cumplan las leyes relacionadas a, como dice su cargo, |la
proteccion de los datos de la compania. Es un cargo que puede
formar parte de la planta de la empresa, pero también puede ser
externo, y ya que lo mas importante tiene que ver con sus
conocimientos especializados al respecto.

* EI DPO se transforma en un garante de la compania sobre la
proteccion de datos, y de cumplir con las normas respectivas, y por lo
mismo se destaca la relevancia de sus conocimientos en derecho.




Funciones del DPO

la principal funcion del DPO tiene relacion con el cumplimiento de la proteccion
de los datos de la empresa. De todas formas, no es la Unica, por lo que
revisaremos en detalle las mas importantes.

Apoyar en el tratamiento de los datos al personal encargado. Considerando el
conocimiento del DPO al respecto, se preocupa de que las obligaciones de la ley
se cumplan, junto a cualquier otra disposicion.

En linea con el punto anterior, el DPO debe supervisar que se cumplan con el
RGPD vy todas sus normativas. En ese sentido, la asignacion de responsabilidades,
preparacion de los colaboradores y generar un cambio de conciencia también es
parte de sus funciones.

Asesorar a la compafiia con respecto a la evaluacion del impacto que puede tener
la proteccion de datos y su buen cumplimiento.

Cooperar con todo el control relacionado y ser el contacto para la autoridad de
control en cuanto al tratamiento de sus responsabilidades.



¢ Cuando deberia una empresa tener un
Delegado de Proteccién de Datos?

e Autoridad u organismo publico, a excepcion de los tribunales de
justicia.

* Observacion habitual y sistematica de interesados, como puede ser
la banca, aseguradora o medios de comunicacion, entre otros.

e Categorias especiales de datos, como puede ser por informacion de
origen étnico, politica, religioso u otros. Por ejemplo, un partido
politico, una iglesia o un hospital.

* Hay datos relacionados a temas penales, como puede ser un gabinete
juridico.



DPO (Delegado Proteccion Datos)

* El DPO ha de tener total acceso a la cupula directiva para asesorar y
reformar aquellos procesos o métodos que sean necesarios para el
cumplimiento de las nuevas politicas proactivas en esta materia.

* El RGPD establece una serie de entidades en las que sera obligatoria
la presencia de un DPD, por ejemplo a las federaciones deportivas o
los clubes deportivos por tener entre sus actividades principales el
tratamiento a gran escala de datos sensibles o la observacion habitual
y sistematica de un numero elevado de interesados.



dQué se entiende por cesion de datos?

* La cesion de datos supone su revelacion a una persona distinta de su
titular. Los destinatarios o cesionarios de los datos seran las personas
fisicas o juridicas, autoridades publicas, servicios u otros organismos a
los que se les comuniquen.



¢Cuando se produce una transferencia
internacional de datos?

» Siempre que los datos personales se envian fuera del ambito de
Espacio Econdmico Europeo (EEE), que comprende todos los Estados
miembros de la Union Europea, mas Noruega, Islandia y
Liechtenstein, se produce una transferencia internacional de datos, ya
se realice para que el destinatario de los datos preste un servicio al
centro educativo o para que los trate para una finalidad propia.



¢Como cumplo?

* Adecuar tus procedimientos y canales para informar, recabar el
consentimiento, permitir el ejercicio de los derechos y notificar en
caso de brecha de seguridad que afecte a |la privacidad.

e Revisar los contratos con los encargados del tratamiento si los
tuvieras.

* Poner en marcha politicas para garantizar la seguridad de los
tratamientos.

* Concienciacion


https://www.aepd.es/media/guias/guia-directrices-contratos.pdf
https://www.incibe.es/protege-tu-empresa/herramientas/politicas

¢ Qué pasa si no cumplo?

* Cualquier ciudadano de |la UE tiene derecho a presentar reclamaciones de
forma individual o colectiva si considera que el tratamiento de sus datos
ersonales vulnera el RGPD. También, al ser la privacidad un derecho
undamental, tendra derecho a la tutela judicial efectiva y a
la indemnizacion por los danos y perjuicios sufridos a consecuencia de una
infraccion del RGPD.

* Las autoridades podran investigar y corregir las infracciones. Para ello
estaran en disposicion de ordenar al responsable o al encargado que
facilite informacion, lleve a cabo auditorias u obtenga acceso a los datos,
locales y equipos.

* Las sanciones por infraccion podran ir, desde advertencias si la infraccion
es posible, apercibimientos y limitaciones temporales, hasta prohibir el
tratamiento, ordenar supresion de datos e imponer multas.



Sitengo problemas: Informar brechas
seguridad

La comunicacon 0 acteso no
autorzados a dichos datos.
La destruccion, pérdida o alteracion accidental o licita

de los datos personales cuando se transmiten, conservan
otratan de alguna otraforma.




* ¢COmo me ayuda la tecnologia a garantizar la seguridad de los
tratamientos?



Medidas Seguridad

Determinar donde estan ubicados los datos, clasificarlos segun su criticidad, monitorizar su uso,
conocer quién accede, cuando se borran y cifrarlos cuando sea necesario. Se pueden utilizar distintas
soluciones de prevencion de fuga de informacion.

Evitar accesos no autorizados y restringir el acceso a los datos aplicando principios de minimos
privilegios mediante sistemas de gestion de identidad y Autenticacion.

Tener controlados todos los dispositivos y soportes con herramientas que nos permitan
hacer inventarios de los mismos y del software instalado verificando a su vez que sea legitimo y
esté actualizado.

Cifrar los datos, para lo cual se utilizaran herramientas de cifrado.
Recuerda: el cifrado garantiza la confidencialidad y |a integridad, reduce el riesgo de sanciones y evita que
tengamos que informar a los usuarios en caso de brecha de seguridad.

Realizar backups mediante instrumentos especificos de contingencia y continuidad.

Instalar y activar herramientas anti-fraude y anti-malware.

Proteger las comunicaciones tanto por cable como inalambricas con equipos especificos, y en
particular con cortafuegos, para evitar que puedan estar accesibles a terceros no autorizados.
lgualmente tendremos que asegurar las comunicaciones con redes privadas virtuales o VPN u otros
mecanismos que las cifren y permitan autenticar a los extremos.



https://www.incibe.es/protege-tu-empresa/guias/guia-fuga-informacion
https://www.incibe.es/protege-tu-empresa/blog/las-10-preguntas-clave-hacer-backup
https://www.incibe.es/protege-tu-empresa/blog/descubre-proteger-tu-empresa-del-malware
https://www.incibe.es/protege-tu-empresa/blog/segmentacion-dmz
https://www.incibe.es/protege-tu-empresa/blog/deberias-utilizar-red-privada-virtual-y-hacerlo

Recomendaciones

* Analisis de riesgos o auditoria del estado informatico de la entidad.
e Copias de seguridad a mas de 1 km. de distancia del origen de los datos.
* Herramientas de resistencia o fortificacion del sistema, redes y equipos.

» Alarma informatica para detectar intrusiones o brechas de seguridad, y asi
poder comunicarlas en menos de 72 horas a la Agencia Espainola de
Proteccion de Datos.

* Defensa perimetral y de dispositivos (Internet de las cosas) a través de
firewall de nueva generacion.

e Antivirus de nueva generacion adecuadamente integrados en los equipos
informaticos.



Pasos Elaborar documento

* Paso 1: Conocer los datos personales que recopila y usa en su empresay
los motivos por los que los necesita

* Paso 2: Informar a sus clientes, empleados y otras personas cuando
necesite recopilar sus datos personales

* Paso 3: Conservar los datos personales solo durante el tiempo necesario
* Paso 4: Proteger los datos personales que esta procesando

 Paso 5: Mantener documentacion sobre sus actividades de
procesamiento de datos

* Paso 6: Asegurarse de que los subcontratistas respeten las reglas

e Paso 7: Asignar a alguien para supervisar la proteccion de datos
personales



Pasol

Coormmions
Cesion otransferencia atercero
N

|dentificar todas las fuentes de datos personales de nuestros tratamientos, catalogar
todos los agentes responsables y los tipos de operaciones que se hacen con esos
datos durante todo su ciclo de vida: captura, clasificacion y almacenamiento, uso, cesion
o transferencia y destruccion.

*Ser exhaustivos con los datos que se recogen: ¢, donde se almacenan?, ¢ durante
cuanto tiempo?, ¢.en un fichero o en una base de datos?, ¢en qué equipos? ¢ siguen

los principios del tratamiento del RGPD ?

*Hacer un diagrama de flujo de datos del tratamiento, es decir desde que se recogen
hasta que se utilizan o desechan con las transformaciones intermedias.

Priorizar, es decir, analizar en primer lugar a los agentes involucrados en el tratamiento
y las acciones problematicas sobre los datos, es decir, aquellas que pueden tener

un efecto adverso sobre la privacidad de las personas.



Paso 2 : Informar a sus clientes, empleados y otras
personas cuando necesite recopilar sus datos

personales
* Plantillas de comunicacion



Paso5: Documentacion Actividades

Informacidén
El propdsito del procesamiento de datos

Los tipos de datos personales

Las categorias de personas interesadas
Las categorias de destinatarios
Los periodos de almacenamiento

Las medidas de seguridad técnicas y organizativas para
proteger los datos personales

Si los datos personales se transfieren a destinatarios fuera de la
UE

Ejemplos

Alertar a los clientes sobre ofertas especiales, como
proporcionar entrega en casa; proveedores de pago; cobertura
de salario y seguridad social para empleados

Detalles de contacto de los clientes; detalles de contacto de los
proveedores; datos de empleados

Empleados; clientes; proveedores
Autoridades laborales; autoridades fiscales

Los datos personales de los empleados hasta la finalizacién del
contrato laboral (y las obligaciones legales relacionadas); los
datos personales de los clientes hasta la finalizacidon de la
relacidon contractual/cliente

Soluciones del sistema de Tl actualizadas periddicamente;
ubicacion protegida; control de acceso; cifrado de datos; copia
de seguridad de datos

Uso de un procesador fuera de la UE (por ejemplo,
almacenamiento en la nube); ubicacién de datos del
procesador; compromisos contractuales



Paso 6: Asegurarse de que los subcontratistas
respeten las reglas

e Elaborar contratos y asegurar proveedores los cumplen



